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1
Decision/action requested

It is proposed that security contexts are established independently by separate primary authentication procedures when UE is registered in different serving networks over 3GPP access and non-3GPP access. 
2
References

[1]
 TS 33.501
3
Rationale

It is proposed that security contexts are established independently by separate primary authentication procedures when UE is registered in different serving networks over 3GPP access and non-3GPP access. It is therefore proposed to delete the following editor note.

Editor’s note: It is FFS if Eeach security context shall only be established separately via a successful primary authentication procedure with the target PLMN’s serving network, or if the home network key KAUSF could also be used. Clause 6.6.2.1 needs to be updated accordingly.  
4
Detailed proposal

It is proposed to approve this pCR to TS 33.501 [1]. 
*** BEGIN CHANGES ***
6.3.4.1
Multiple registrations in different PLMNs

The UE shall independently maintain and use two different 5G security contexts, one per PLMN’s serving network. . Each security context shall be established separately via a successful primary authentication procedure with the Home PLMN.
The ME shall store the two different 5G security contexts on the USIM if the USIM supports the 5G parameters storage. If the USIM does not support the 5G parameters storage, then the ME shall store the two different 5G security contexts in the ME non-volatile memory. 

Editor’s Note: It is FFS to define the event(s) that triggers the storage of the key in the ME or in the USIM. Also, the appropriate clause needs to be considered.


*** End of Changes ***
